
Step-by-Step SAAR Submission Process 

1. Click the “Download SAAR” Button located on the SAAR Submission Page.   

 

2. Fill out the SAAR. 

-A Fill out the 

highlighted portions of the 

SAAR with the customer’s 

information. Only sign after 

the entire yellow portion is 

filled out! 

-B Change the classification 

icon (Section 15) based on if 

you’re doing a NIPR or SIPR 

SAAR. If classified, input 

“SIPR” in the box after 

“(Specify Category)” 

-D DON’T FORGET TO SIGN 

*AFTER* THE YELLOW 

PORTION IS FILLED OUT AND 

DON’T FORGET THE SECOND 

TO LAST PAGE WITH THE 

CUSTOMER’S SIGNATURE. 

-E The RED section is to be 

filled out and signed by the 

customer’s immediate 

supervisor AFTER the 

completion of the User’s 

portion (Yellow) 

-F SAAR’s require the 

following certificates to be 

completed, based on the 

platform’s classification 

(NIPR/SIPR), and they will be 

Denied if the certificates are 

not attached. 

 

NIPR requires the 

CYBERM000 Certificate 

from MarineNet. 

 

SIPR requires the 

CYBERM000 Certificate 

and Derivative Classification. 

 

 

3. The SAAR will need to be sent to the customer’s immediate supervisor so they can filled out sections 17-20b.  
4. Click the “Submit NEW SAAR” button on the SAAR Submission Page, Attach the SAAR and its proper certificates. 

This is the best practice so that you don’t lose the SAAR and so that it can be verified by the S-6 Help Desk. 

5. Inform the S-6 Help Desk that these steps have been completed. 
6. The SAAR will be sent to the Security Manager by the S-6 to have their portion filled out. The tracker on SharePoint 

will be moved to the appropriate SAAR list to show where in the process your SAAR is currently. 


